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Privacy Policy (Data Protection) of our website 

 
Introduction 
 
This privacy policy statement explains to you the manner, the scope and the purpose 
of data collection and use of personal data through the company BeCon Projects 
GmbH (hereafter referred to as “we“ or “us“) on the website www.becon-projects.com 
(hereafter referred to as “the website“). We are responsible for the processing of 
personal data on this website, unless this privacy policy statement entails deviating 
specifications.  
 
Personal data are information, which aids the identification of a person, thus, 
information that can be traced back to a person. These typically include the first-, and 
last name of a person, his or her mail address and the telephone number. Moreover, 
pure technical data that can be assigned to a person are to be classified as personal 
data.  
 
Contact data of the responsible person: 
 
BeCon Projects GmbH 
CEO: Uwe Beck 
Taubenberg 9 
65510 Idstein (Germany) 
Phone: +49(0)6126-2265460 
Fax: +49(0)6126-2265406 
Mobile: +49(0)170-526-1873 
E-Mail: uwe.beck@becon-projects.com 
 
Your rights 
 

You have the right to obtain information about the personal data being saved about 
you. In addition, you have the right to the correction of inaccurate data, as well as the 
right to request the restriction of the processing of too extensive processing of 
data as well as the right to the deletion of unlawfully processed data or respectively, 
the erasing of data that has been stored too long (provided that no legal obligation 
exists to retain data and provided that no other reasons according to 17 Abs. 3 
DSGVO require otherwise). Furthermore, you have the right to the transmission of all 
data that was transmitted from you to us in a common data file format (the right to 
data portability).  
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To the extent that you have a right to object to the processing of data, we point this 
out in the description of the individual processes. 
 
To execute your rights, e-mailing uwe.beck@becon-projects.com suffices. 
 
Furthermore, you have a right to lodge a complaint with a data protection authority. 
 
The voluntary reporting of data  

The provision of your personal data is generally neither prescribed by law, nor by 
contract. You are not obliged to provide personal data on this website, unless we 
indicate otherwise in particular cases in this privacy policy statement. At the same 
time, the provision of the functions of this website and the execution of an order, 
request the request the processing of personal data.  
 
General information of passing over data to third parties  

 
Within the scope of the provision of this website, the 1&1 Internet SE (Germany) 
gains partial access to your personal data. This happens only under our authority and 
instruction.  
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Overview of the procedures 
On this website, personal data is being processed within the frame of the following 
procedures: 
 

1. Contact 
2. Server log files 
3. Google Analytics, including cookies 

 
 
 

1. Establishment of contact 
When contacting us, e.g. via mail or after the usage of the contact formular, the 
information you provide upon that, are being processed in order to answer your 
request and in case any follow-up questions arise.  
 
Legal basis 
The information provided in the context of the contact made, will be processed on the 
basis of Art. 6 UAbs. 1 lit. f DSGVO. This permission allows the processing of 
personal data in the context of “the legitimate interest“ of the responsible person, 
insofar that the fundamental rights, fundamental freedom and interests are not pre-
dominant. Our legitimate interest comprises the processing of the contact made. You 
can disagree to this data processing at any time, if there are reasons in your 
particular situation, which speak against the processing of data. In this case, an e-
mail addressed to the data protection officer suffices.  
 

Length of data storage 
The personal data being stored in the context of supporting a contact approach, are 
being deleted if the matter of the contact approach has been fully clarified and if it is 
not be anticipated that the particular contact approach is going to be relevant in the 
future.  

 
2. Server log files  
 

We collect technical data with every access to our website automatically, which 
concern personal data. 
These are: 
 

 IP-address of the user 
 Name o the used website, or respectively, the data file  
 Date and time of the access 
 Transmitted amount of data 
 Notification of a successful visit 
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 Browser-Type and version  
 Operating Software of the user 
 Device used by the user, including MAC- address 
 Referrer-URL (the website visited beforehand)  

 
These data are not connected to other personal data that you enter actively as a part 
of the website. We collect server log files in order to administer the website and to 
identify and to fight illegal access to it.  
 
Legal basis 
The information provided in the context of the contact made, will be processed on the 
basis of Art. 6 UAbs. 1 lit. f DSGVO. This permission allows the processing of 
personal data in the context of “the legitimate interest“ of the responsible person, 
insofar that the fundamental rights, fundamental freedom and interests are not pre-
dominant. Our legitimate interest comprises an easier administration and the 
possibility of recognizing and tracing hacking. You can disagree to this data 
processing at any time, if there are reasons in your particular situation, which speak 
against the processing of data. In this case, an e-mail addressed to the data 
protection officer suffices.  

 
 
What is an IP-address? 

IP-addresses are being assigned to every gadget (e.g. smartphone, tablet, or 
computer), which is connected to the Internet. Which IP-address this is, depends on 
the type of Internet access that your end gadget uses to connect to the Internet. This 
can involve the IP-address your mobile service provider has assigned to you, or the 
IP-address of a provider of public or private Wifi, or any other Internet access. The 
most common and familiar version of an IP-address (IPv4) has four digit blocks.  
 
Mostly, you as a private user will not use a consistent IP-address, since it is only 
being assigned to you from your provider temporarily (“dynamic IP address“). With a 
consistently, durable assigned IP-address (“static IP-address“) a clear assignment of 
user data is basically easier to perform. Except for the purpose of identifying unlawful 
access to our Internet offer, we generally do not use the data in a personal form, but 
solely on an anonymous basis, e.g. how many visits occur per day etc. 
 
Our websites already support the new IPv6-addresses, therefore you should know 
about this: IPv6-addresses use eight blocks of four digits. The first four blocks are, as 
with the full IPv4-Adresse, typically assigned dynamically with regards to private 
users. The last four blocks of the IPv6-address (known as “Interface-Identifier“) are 
determined via the end gadget, which you use to browse this website. As far as this 
is not adjusted in a different way, the MAC-address is used for this purpose. The 
Mac-address is similar to a serial number, which is assigned to once to every IP-
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capable gadget. We therefore do not save the last four-digit blocks of your IPv6-
address. We generally only recommend you to activate the so-called „Privacy 
Extensions“ of your end gadget, in order to better the last four blocks of your IPv6-
Adresse. Most common operating systems use a „Privacy Extensions“-function, 
which, although, is not preset in some cases.  
 
Length of data storage 

The server log files with the data mentioned above are being deleted after 30 days. 
We reserve the right to save server log files for a longer period of time, should there 
be any indications of an unlawful access (e.g. of a hacking or DDOS attack).  
 


